Research Ethics Committee

UNIVERSITY OF CAMBRIDGE

Application for ethical approval of a research project

To be completed by the applicant 

	1. Title of the study


	
	

	2.  Primary applicant 
Notes: The primary applicant is the name of the person who has overall responsibility for the study. For student projects, this will be the main supervisor

	Primary applicant name:


	Student name (if applicable):


	Department affiliation:


	Contact email address:


	Please describe what training the student has received in conducting research with these subjects.



	Please outline the involvement of the supervisor in overseeing the conduct of this research.



	
	

	3.  Co-applicants  

Notes: List the names of all researchers involved in the study. Include their departmental affiliations, appointment or position held and their qualifications. Please expand the form as necessary to complete this section.

	

	
	

	4.  Departmental Administrator  
.

	Name:

	Jane Clare

	Contact email address:

	administrator@hps.cam.ac.uk

	
	

	5.  Funding Body  
Notes: If you are receiving external funding for your research, please add your Funding Body’s name, a contact name, and a contact email address.

	Name of Funding Body:
	

	Contact Name:

	

	Contact email address:

	

	

	6. Start and end dates of the study
Start:





End:


	

	7. Signatures of the study team
Notes: The primary applicant and all co-applicants must sign the form. For research students, the supervisor will be the primary applicant and their signature is also required. Electronic signatures are acceptable (add more rows if necessary)

	Signature:
	Position:


	Signature:
	Position:


	

	8. Date of Application.


	

	1. Briefly describe the purpose of the research.  (Please attach any detailed research proposal and project timetable)


	

	10. Very high-risk processing.  
The following are the criteria for identifying very high-risk processing.  If your project meets more or more of these criteria it may need to be referred to the University’s Data Protection Officer:

a) Utilisation of personal data that is highly and unusually sensitive, particularly where publication of this information could be extremely harmful to the career or personal life of the individual concerned especially where it concerns vulnerable groups.

b) The processing of personal data that, in the event of a security breach or inappropriate publication, might endanger the physical health or safety of the individual concerned.

c) Processing of identifiable biometric or genetic data or the tracking of an identifiable individual’s location or behaviour where the processing poses a plausible risk of harm or significant adverse effect to the individual to whom the data relates in a way that is unusual for the type of research being undertaken.

d) Profiling individual children or other vulnerable individuals.

e) The collection of sensitive personal data, the monitoring of public spaces, or the profiling of individuals on a large scale in a way that is unusual for the type of research being undertaken.

      Does your project include high-risk processing:   YES/NO


	11. Briefly describe the method and procedure you intend to use, including 
information about:


(a)
personal questions, interview schedules, questionnaires


(b)
duration and frequency of assessment sessions

Your research study is likely either subject to the special exemptions for research or, in addition, exemptions for academic purposes. Please consult the University’s academic data protection advice to determine whether the academic purposes exemptions or only the research purposes exemptions applies to your study.               

For research purposes (only) projects:

If only the research purposes exemptions apply, please confirm that the use of personal data is necessary and proportionate for the aims of the study:  YES/NO
For academic purposes projects: 

If you understand the academic expression exemptions to apply, please confirm that the use of personal data is necessary and proportionate for the aims of the study or there is a reasonable belief that the application of these standard UK GDPR expectations would be incompatible with the academic purpose(s):  YES/NO


	12. Describe any discomfort or inconvenience to which participants may be subjected, including:
(a) procedures that for some people could be physically stressful or might impinge on the safety of participants, 

(b) procedures that for some people could be psychologically stressful

(c) how the risks of discomfort and inconvenience may be mitigated



	

	13. Participants
(a) Who will the participants be?

(b) How will they be recruited?
(c) Will they be paid and, if so, how much?

(d) What will the participants be told about the aims and procedures of the study (attach a Participant Information sheet here)

(e) What information about the research procedure or the purposes of the investigation will be withheld (if anything)?



	

	

	14. Consent

Please attach a Participant Consent form, written on headed paper and including your name(s), address and contact phone number.
Will consent be:
(a) Obtained prior to the investigation/ at the time of the investigation?

(b) verbal/ written/ electronic via computer? 

(c) Personal/ via a third party on behalf of the participant?

(d) Will personally identifiable information be made available beyond the research team? If so, to whom, and how will consent be obtained for use of personal information?



	

	15. At the end of the research will participants be
(a) debriefed?
(b) advised how to alleviate any distress caused by the study? 

(c) advised how to deal with issues relating to the focus of the study? 



	

	16.  Public indemnity insurance would normally be provided by the University’s insurance for persons employed by them or working in their institutions. If you do not have appropriate institutional affiliation, how will you provide public indemnity insurance, including insurance against non-negligent injury to participants?



	

	17. If data is to be analysed or stored on a computer, you must make arrangements to comply with General Data Protection Regulations (GPDR). Please provide a Data Management plan that considers the following: 
· What data will you collect or create?

· How will the data be collected or created?

· What documentation and metadata will accompany the data?

· How will you manage copyright and Intellectual Property Rights (IPR) issues?

· How will the data be stored and backed up during the research?

· How will you manage access and security?

· Which data are of long-term value and should be retained, shared, and/or preserved?

· What is the long-term preservation plan for the dataset?

· How will you share the data?

· Will personal data be shared outside the research team?

· Is it expected that personal data will be shared or stored in services located outside the UK and the EEA?

· Are any restrictions on data sharing required?

· Who will be responsible for data management?

· What resources will you require to deliver your plan?

The Digital Curation Centre (DCC) has produced an interactive online tool to help researchers create data management plans: DMPOnline. The website automatically tailors the data management plan template to your needs. You can log in using your Raven account (select the University of Cambridge as your institution). Data plans can be easily exported (Word, Excel, pdf), so you can simply add them to your applications.

	

	CHECK-LIST OF INFORMATION TO ENCLOSE WITH THE APPLICATION



	This is a list of essential documents required for the consideration of your application by the committee. Please attach any further documentation that you think might help the committee in reaching a decision.



	· Detailed Research Proposal

· Timetable for the research, providing details of milestones and deliverables

	· Interview Schedules and questionnaires

	· Participant Information Sheet

	· Participant Consent Form

· Data Management Plan

	

	REFERRAL 

Please submit your application to administrator@hps.cam.ac.uk  If your application is less than straightforward, it will be referred to the SHSS REC and you will be notified.


